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* registration includes: morning/afternoon tea, buffet lunch and copy of proceedings 
 

Theme 
The Second Workshop on the Social Implications of National Security will focus on the theme of the 
transparent society. The realpolitik of dataveillance and überveillance are considered in the context of 
national security. What is the cost of security that citizens are prepared to pay? Will surveillance 
technology force us to choose between our right to privacy and national security? This workshop delves 
deeper into some of the critical issues facing technology innovation and adoption, government policy, 
and the legal and regulatory framework behind this social-political landscape. 
 
Call for Papers 
Papers are invited from a cross-disciplinary field and diverse perspectives are welcome. Papers will be 
published in hardcopy workshop proceedings and extended papers invited to appear in relevant journals. 
Selected proceedings of the First RNSA Workshop on the Social Implications of National Security were 
published in Prometheus (Routledge) and the online Journal of Theoretical and Applied Electronic 
Commerce Research (JTAER). Previous workshop presentations and full proceedings can be found at: 
http://www.uow.edu.au/~katina/rnsa.htm 
 
Author Guidelines 
Papers submitted to the workshop must be original contributions. The papers will undergo a blind 
referee review process and authors who have had their papers accepted, will have to respond to reviewer 
comments fully before their paper can be published. Authors are to follow the RNSA template that is 
available for download at http://www.uow.edu.au/~katina/template.doc  
 
Important Dates 
30th June 2007  Abstract Submission 
31st July 2007  Full Paper Submission 
31st August 2007 Notification of Acceptance 
30th September 2007 Final Camera Ready Copy 
 
Contact Details: 
Workshop Chair: Dr Katina Michael (61242213937) 
Workshop Co-Chair: Ms Holly Tootell (61242215603) 
Primary Editor: Dr M.G. Michael 
{katina, holly, mgm}@uow.edu.au 
School of Information Systems and Technology, Faculty of Informatics, University of Wollongong 
 
Venue: 
Function Centre, Northfields Avenue, University of Wollongong 
Time: Registration at 8.30am for a 9.00am start and workshop concludes at 5.00pm 
For parking or train and bus information see http://www.uow.edu.au/about/location.html 



Topics of Interest: 
Access Card 
Automatic Identification Devices 
Big Brother, Little Brothers, Census Data 
Biometrics, Fingerprints, DNA 
Citizen Rights, Citizen ID 
Credit Card Fraud 
Critical Infrastructure Protection 
Critical Social Theory, Critical Reflexive Approach 
Cyber Terrorism 
Databases, Data Protection, Unauthorised Disclosure, Misuse 
Dataveillance 
Disinformation 
Disruption of Vital Services 
Electronic Commerce, Transactions, Smart Card, Facial Recognition 
ePassports 
Ethics 
Freedom, Liberty 
Function Creep 
Geopolitics, Globalisation 
Government Services, Social Security Benefits 
ID Card, ID Numbers, Digital Photographs, Digital License 
Identity, Identity Theft, Identity Fraud, Impersonation 
Information Control, Information Warfare 
Innovation: Push versus Pull 
Intelligence Analysis, Data Mining, Data Profiling, Data Matching, Echelon 
Legislation: ASIO Act, Criminal Code Act, PATRIOT Act, Aviation and 
Transport Security Act, Enhanced Border Security and Visa Entry Reform Act, International Law 
Location-based Services, Global Positioning Systems (GPS), Geographic Information Systems 
Mandatory, Voluntary, Obligatory, Enforced, Optional, Choice 
Money Laundering, Organised Crime Syndicates 
Monitoring and Tracking Devices 
Passports, Travel Documents, Immigration, Citizenship, Illegal Immigrants 
Privacy, Trust, Principles, Policies 
Propaganda 
Public Policy 
Radio-frequency Identification, Tagging, Tracking, Transponders, Microchipping 
Regulatory Framework, Law Enforcement 
Risk Assessment, Risk Management, Vulnerabilities, Threats, Attacks 
Security Frameworks, Security Policies 
Sensor networks, Ad-hoc Networks, Pervasive Computing 
Social Informatics 
Surveillance, Closed Circuit Television (CCTV), Unmanned Aerial Vehicles 
Suspected Terrorists, Criminals 
Telecommunications- Mobile, Fixed, Satellite 
Telecommunications Interception and Access Act 
Terrorism, Antiterrorism, Counterterrorism 
Transparent Society 
Urban Transit 
Überveillance 
Who Owns Information?  


